OVERVIEW

You're Smarter
Than They Think

You Are.

You know what it’s like; you get a help desk call about the Other Applications
Internet being slow — from the guy who spends half his

day looking at ifilm.com. You have to deal with the HTTP
complaints about PC performance issues from the lady
who downloads more “free applications” (read: spyware)
than anyone else. You get questions about what the
creepy guy on floor 3 is looking at all day — why did he
make a cardboard door for his cubie? You've heard them
all. And they always try to point the finger at you.

You’re smarter than they think you are. Other Appllcatlons

Users, applications and threats are all fighting for limited HTTP
Internet resources — you know that. You also know that

the most effective way to stop the madness is to get more

visibility into the problem, report on who and what is Critical

causing the slowdowns and security issues then create .
i ) Non-Critical ‘
policies to introduce control.

Network Composer is the only solution to successfully
combine the ability to control browsing content with
the ability to control applications at layer 7. Now it's
easy to prioritize mission critical browsing and mission
critical application usage and control or eliminate non
critical activity like P2P downloads, spyware, streaming

media and more. NOW Prove It >

Prioritize mission critical browsing activity
and application traffic with one device.
Easily stop non-critical traffic.



CYMPHONIX™

You're Smarter
Than Applications.

Network Composer-

REAL-TIME MONITOR

Real-Time Monitor helps you solve real-time problems right now. It
gives you the proof you need to identify what applications are causing
bandwidth issues, and what users are running those applications.

Real Time Monitor
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$15,700° vs. $6,290°

You know that one interface that correlates all Multiple-Point Approach Converged Device
these different types of data — application traffic,

user traffic, threat management, content ’ &g&t‘fi?at‘fggto%'?s%
+

ﬂltermg, IM logging and policy manage.ment.— Gateway Anti-Spyware
into easy-to-understand reports makes it easier ’ $2500 initial + $650 ASM

for you to quickly find and fix issues. ’ Gateway Anti-Virus
T $1700 initial + $600 ASM

You also know that one device isn't just easier to ’ IM Logging

. - ) $3500 initial + $800 ASM
manage, it's more efficient. And more importantly, +
one device does it all without killing your budget.

. . . . ) *Multiple-point approach based on averag
’ Appllcatlon Prioritization multiple vendors for 300 user licenses. Network
$4000 initial + $650 ASM Composer includes first year ASM in purchase price.




It's easy to prove
you're smarter

Learn more online at

www.cymphonix.com/smarter

Order Network Composer at

(866) 511-5511

o
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You're Smarter
Than They Think
You Are.

TESTIMONIALS

NETWORK COMPOSER

Product

For Internet Connections

Interfaces

User Licenses Included
Maximum User Licenses*
Threat Management

Application
Performance Control

User, Application & Threat
Visibility and Reporting

DC10
< -

Up to1.5 Mbps

10/100
RJ45 - 2 ports

100
Up to 200
Included

Included v

Included v

Up to 5 Mbps

10/100
RJ45 - 2 ports

100
Up to 5000
Included v~

Included v

Included v

They have questions.
You have the answers,
and now they're easy to PROVE.

DC30X

Up to 20 Mbps

10/100/1000
RJ45 - 2 ports

100
Up to 5000
Included

Included v

Included v

* User Licenses available in quantities of 100, 250, 500, 1000, 2000, 3000 and 5000

Bandwidth — how much are we really using?
Spyware — where are the infections coming from?

Slow Internet — why is the Internet always slow
around 3pm?

Bandwidth Hogs — who's abusing bandwidth?

Web Activity — what sites are users visiting and how
much time are they spending?

Peer-to-Peer — what is P2P activity doing to network
resources?

Instant Messaging — who's using IM the most and
what are they using it for?

Viruses — how can we stop viruses from web-based
email like Yahoo or Hotmail?

QoS and VolP - do we have enough bandwidth
to implement VolIP?

Anonymous Proxies — how do we stop them?

DC40X CYMPHONIX
Up to 45 Mbps Cymphonix Corporation
10/100/1000 8871 S. Sandy Parkway, Suite 150
RJ45 - 2 ports Sandy, Utah 84070-6408
ao 801-938-1500 Tel
Up to 5000 801-938-1501 Fax
Tl 7 866-511-1155 Sales
Included www.cymphonix.com
© 2006 Cymphonix Corporation. Cymphonix, Network Composer,
Included / Cross-Layer Intelligence, XLi and the Cymphonix Logo are trademarks

owners. All rights reserved
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